STRENGTH IN SHARING


Suntec Centre | Singapore | 3 - 4 April

"This is one of the best events I have ever attended..." 2016 APAC Summit Attendee
WHO SHOULD ATTEND?

- CEO/Bank Owners, CISO, CSO, CIO, CTO and CRO
- Head of Threat Intelligence
- EVP, SVP, VP and Director of these areas:
  - Security Operations
  - Fraud and Cybercrime
  - Investigations
  - Physical and Information Security
  - Business Continuity
  - Audit and Compliance
  - Payment and Security Risk Management
  - Payment Operations
- Payment Line of Business Managers including:
  - Online Banking
  - Online Treasury Management

WHY YOU SHOULD ATTEND

- Presentations by Senior Executive FS-ISAC members
- Concrete take-aways including case studies and best practices
- Interactive sessions that allow for strategic and solution-oriented discussion
- Actionable information & sharing designed specifically for financial services institutions
- Complimentary attendance for Premier and above members
  - All meals and events during the conference are included
ATTENDANCE RESTRICTIONS

The FS-ISAC 2017 APAC Summit restricts attendance to regulated financial services firms, relevant public sector entities and country-level banking associations and payments associations. If you have questions regarding eligibility, contact marketing@fsisac.com. If you are a solutions provider, please view the sponsor prospectus (fsisac-summit.com/2017-APAC-Prospectus). Non-member registration is still reserved for regulated financial institutions.

Early Bird Registration ends 17 March.

<table>
<thead>
<tr>
<th>FS-ISAC Affiliation</th>
<th>Early Bird (ends 17 March)</th>
<th>Standard Registration (after 17 March)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Premier/Platinum/Gold Member</td>
<td>COMPLIMENTARY</td>
<td>COMPLIMENTARY</td>
</tr>
<tr>
<td>Non-Member/CNOP Member</td>
<td>$895 USD ($1,270 SGD*)</td>
<td>$1,750 USD ($2,484 SGD*)</td>
</tr>
<tr>
<td>Basic/Core Member</td>
<td>$795 USD ($1,128 SGD*)</td>
<td>$1,500 USD ($2,129 SGD*)</td>
</tr>
<tr>
<td>Standard Member</td>
<td>$695 USD ($986 SGD*)</td>
<td>$1,250 USD ($1,774 SGD*)</td>
</tr>
<tr>
<td>Government</td>
<td>$795 USD ($1,128 SGD*)</td>
<td>$795 USD ($1,128 SGD*)</td>
</tr>
</tbody>
</table>

* Conversion to Singapore dollars is approximate and depends on the current exchange rate.

CANCELLATION POLICY

Any member/non-member cancellations must be received via email to summit@fsisac.com prior to 17 March to avoid cancellation fees.

Cancellations received prior to 17 March will not be subject to a cancellation fee. Cancellations received on or after 17 March will be subject to a $200 USD ($284 SGD*) cancellation fee. This applies to all members at all tiers as well as non-member, government and CNOP registration regardless of registration fee paid.

Registrations are transferable within an organization without penalty.

ONLINE REGISTRATION

fsisac-summit.com/2017-APAC-Attendee-Registration
VENUE
Suntec Singapore Convention & Exhibition Centre
1 Raffles Boulevard, Suntec City; Singapore 039593
suntecsingapore.com

For a virtual walk-through of the Centre on Google maps, visit this web address: bit.ly/1sF1Vud

The FS-ISAC Summit will be hosted on Level 3 of the Venue in the Summit Rooms.

HOTEL
Pan Pacific Singapore
7 Raffles Boulevard, Marina Square; Singapore 039595
panpacific.com/en/hotels-resorts/singapore/marina.html

FS-ISAC has reserved a block of rooms at the Pan Pacific Singapore at a group rate of S$280 for a deluxe room and S$550 for a City Suite. The deadline to make reservations is Monday, 13 March, however space is limited and will sell out quickly.

Please visit fsisac-summit.com/2017-APAC-Hotel-Travel for more information and to make your reservation online.
During a Solutions Showcase members are invited to join us for hors d’oeuvres and a technology showcase where the latest technical innovations will be on display. In this relaxed setting, attendees select up to three technologies they’d like to see. These information-packed, 15-minute sessions will be presented by technology experts from our vendor sponsors, will be use-case driven and will be tailored to the unique needs of FS-ISAC members. Each sponsor will present three times to a different audience.

Arbor Networks | Analysis in Cybersecurity - Unlock the Power to Detect, Investigate and Counter Threats

BitSight | How to Get Control of Third-Party Risk

Denim Group, Ltd. | DevOps and Software Risk for Highly Regulated Industries

ForeScout Technologies | Visibility and Automation Reduces Security Risk, Ensures Compliance and Increases Efficiency

TITUS | Identify and Protect Sensitive Data Across the Enterprise
GENERAL SESSIONS

Crown Jewels and Data Assets | Mobile and cloud solutions are being enabled across the enterprise to aid digital agendas and are driving CIOs and CISOs to look for effective trust-based service enablement models that can help cater to business demand. Data in the digital age is a crown jewel asset, yet most organisations do not understand the entire spread of where their data assets are and where they go, let alone the controls required to secure their data at rest, in transit and in use. In this presentation learn how an outcome-focused approach to data security through a business enabled process re-engineering lens will help build and drive an information loss prevention program.

NextGen SOCs - From Training to Cognitive | In this session learn how the next generation of SOCs are moving away from classic IT “moat and castle” approach to end-to-end incident handling, the use of cognitive computing and even military grade cybertraining. Featuring real-life scenarios, this session will share today’s approach to building a SOC looking at how to handle every aspect from prevention to detection, mitigation, incident response, data sharing, media handling and more. Learn how cognitive computing is a new game changer for security teams fighting fraud and cybercrime. Finally, learn the threats being seen, specifically for the financial industry, but also issues like IoT security, the use of dark web and trends in cybercrime groups.

CONCURRENT SESSIONS

Amalgamation of Security and Threat Fronts | In this session learn how organisations face unexpectedly widening challenges to define their boundaries and what can be done to equip industries and reduce threats and attacks.

Building a Threat-Intelligence Led Security Organisation in FSI | You may have heard it before: cyberthreat intelligence is a vital part of any successful cybersecurity strategy today. The problem is that many Asia Pacific firms are struggling to put threat intelligence into practice. For those who find implementing threat intelligence to be a daunting task, this is the go-to session for you. By the end, practitioners and strategists alike should have a full understanding of how to incorporate threat intelligence into their financial services operations.

Cloudy with a Chance of Exploit Kit | Exploit kits (EK) are a sophisticated web-based delivery method that facilitated Malware-as-a-Service business model in the cybercriminal ecosystem. EKs are designed to employ a drive-by attack vector to drop ransomware Trojans silently without any indicator to the potential victim. This session will present brief examples of various EKs, explore how they operate, as well as analyse and dissect them per the cyberkill chain phases. Finally, learn how to identify indicators of compromise which enables organizations to defend proactively by mitigating the risk of infections delivered by EKs.

Digital Disruption: Reducing Risks in a Digital Age | As systems and users move beyond the perimeter a new range of threats have emerged targeting an expanding attack surface including websites, mobile apps, third-party vendors, cloud services and, most recently, exploiting the growing importance of social media. This session will cover common use cases from a dozen FIs over the past 12 months and how new architectures and threat intelligence can tackle the entire range of external threats from traditional phishing to the latest social media attacks.

Global Financial Resiliency Coordination | The Financial Services Sector Coordinating Council (FSSCC) for Critical Infrastructure Protection for Homeland Security within the United States coordinates the development of critical infrastructure strategies and initiatives with financial members, trade associations and other industry sectors. In this session hear from
the Chairman about the 2017 priorities of the FSSCC with emphasis on expanding coordination international and specifically in the Asia-Pacific region.

Going Beyond Malware: Hand to Hand Combat With a Targeted Attacker | Most breaches are not malware based and in fact, 60% of breaches originate from non-malware related attacks. Learn hard-hitting new facts and insights into recent global attacks and advanced cybercrime targeting large financial services organisations. Based on actual case studies and threat intelligence data, attendees will leave with important lessons and insights into the attackers’ tactics, tradecraft and objectives. More importantly, attendees will hear about outlining strategies that global and Asia Pacific based financial services organisations can put in place to combat the hacker tradecraft that goes beyond malware.

Insights into Cyber Response | Whenever an organization is under attack it is imperative to react quickly. The session aims to provide participants with insights on methodologies and tools which could be used to respond to a cybercrisis. In addition, hints will be given on how to develop and execute frameworks and programs to exercise those methodologies and raise awareness among people which may be involved in a crisis to provide them greater understanding of their roles and responsibilities.

Managing Integrity and Trust of Financial Institutions in the Wake of Digital Transformation and Rising Cybersecurity Challenges | Financial service institutions are embracing the cloud more than ever before and are widely regarded as having implemented the most advanced safeguards for protecting sensitive information and defending against cyber-attacks. Despite spending millions on digital security, data breaches in this sector continue to occur at an alarming rate, with the integrity and trust of the industry at stake. In this session, myths about security in the cloud will be dispelled and a clear path to protecting your organization against phishing, ransomware and other back-end cyberthreats will be shared. This session will include guest panelists from the APAC legal and regulatory communities and cloud experts to discuss overcoming perception barriers to the cloud to combat cyberthreats and ensure compliance in every organization.

Move Better, Faster and More Securely: Cloud-Enabled Security Solutions | Cloud technology has made enterprise-wide digital transformation an achievable reality, even for the largest financial services companies. Organizations can now rearchitect operating models to improve the way they interact with customers, regulators, employees and service partners. It is also opening avenues to experiment with innovations like IoT, blockchain and machine learning, among others. However, a common misperception is blocking adoption for many organizations: on-premise IT infrastructure is more secure than the cloud. The reality is financial services organizations migrating to the cloud have access to some of the most innovative security technologies on the market today—systems so robust that they would cost millions of dollars to build in-house. In this session, you will hear an overview of how cloud-enabled programs can enhance your organization’s security postures and make you more secure than your on-premise status.

Overview of Ransomware Destructive Attack | Ransomware has become the attack of choice for many cybercriminals. Last year industry analysts saw a record number of these types of attacks and their prevalence is set to grow in 2017. Learn more about how this malicious software works and how to protect your organization. This session covers some of the different variants and features as well as a timeline of evolution.
agenda

Sunday, 2 April
1500-1700 Early Registration

Monday, 3 April
0800-0900 Breakfast
0900-0915 Opening Remarks
0915-1000 Keynote
1000-1030 General Session
1030-1100 Networking Break
1100-1200 Concurrent Sessions
1200-1300 Birds of a Feather Lunch
1300-1400 Concurrent Sessions
1400-1430 Networking Break
1430-1530 Concurrent Sessions
1545-1645 Silver Solutions Showcase*
1645-1800 Reception
1800-2200 Sponsor Dine Around

Tuesday, 4 April
0800-0900 Breakfast
0900-0930 Opening Remarks
0930-1000 Keynote
1000-1100 Networking Break
1100-1200 Concurrent Sessions
1200-1300 Lunch
1300-1400 Silver Solutions Showcase*
1415-1515 Concurrent Sessions
1530-1630 CISO Panel
1630-1700 Closing Reception

MISSION STATEMENT
The Financial Services Information Sharing and Analysis Center (FS-ISAC), established in 1999, is a non-profit, member-driven corporation. FS-ISAC’s mission is to help assure the resilience and continuity of the global financial services infrastructure and individual firms against acts that could significantly impact the sector’s ability to provide services critical to the orderly function of the global economy. FS-ISAC shares threat and vulnerability information, conducts coordinated contingency planning exercises, manages rapid response communications for both cyber and physical events, conducts education and training programs and fosters collaborations with and among other key sectors and government agencies. Learn more at fsisac.com

* closed to Sponsor Attendees with the exception of companies sponsoring this event

Agenda is subject to change. For an up-to-date agenda, visit fsisac-summit.com/2017-APAC-Agenda